***Quando ti connetti, connetti anche la testa!***

**Come usare Internet in modo sicuro e consapevole**

**Esercizio 1**

1. **Abbina i seguenti verbi italiani al loro significato in inglese**
2. **Nascondi l’italiano/l’inglese e traduci i verbi a memoria**

|  |  |  |
| --- | --- | --- |
| 1. Connettersi (connesso)
2. Costruire legami e amicizie
3. Essere a portata di mano
4. Presentare qualche rischio
5. Controllare le impostazioni privacy
6. Rimanere per sempre
7. Postare/Mettere qualcosa online
8. Condividere informazioni
9. Essere un’arma a doppio taglio
10. Sentir parlare di
11. Tempestare/bombardare di messaggi pubblicitari
12. Compiere reati
13. Proteggersi dai malintenzionati
14. Stare attento a..
15. Avere a che fare con..
16. Capire come fare per...
17. Andare sul sicuro
18. Dare fastidio
19. Avere bisogno di
20. Rivolgersi a
 | 1586161417122182011119313410795 | Deal with / have to do with…Share informationRemain foreverFigure out how to…Pay attention /Be carefulBe safe Commit a crimeBuild connections and friendshipsAnnoy / BotherTurn toConnect (oneself) / Go onlineBombard with advertsNeedBe within easy reach / Be at handProtect oneself from ill-intentioned/malicious peoplePresent some risksHear aboutPost something onlineBe a double-edged swordManage privacy settings |

**Esercizio 2**

**Ascolta il video (**[**https://www.youtube.com/watch?v=BqtnYcfgLbM**](https://www.youtube.com/watch?v=BqtnYcfgLbM)**) e metti in ordine cronologico i seguenti argomenti. (Usa le versione più lenta del video, se necessario 😊)**

\_7\_\_ Find out how to protect your privacy.

\_4\_\_ Think of people’s reaction before posting anything online.

\_2\_\_ Social media can be useful for your education and career.

\_3\_\_ Internet presents several risks.

\_1\_\_ The Web allows us to build friendships and share ideas.

\_6\_\_ Don’t accept friendships with random strangers.

\_5\_\_ Malicious people might try to steal your personal information

**Esercizio 3**

**Ascolta di nuovo il video (fino a 01:20) e completa il testo con le parole che mancano.**

1Quando ti connetti a un social network, connetti anche 2la testa!

Che bello usare il web per comunicare, 3 condividere informazioni, postare idee ed 4emozioni attraverso 5parole , musica, foto e filmati.

Con i social network 6 ci divertiamo costruiamo legami ed amicizie, riceviamo 7 notizie dal mondo e possiamo perfino usarli per studiare e 8 lavorare.

Un mondo intero che oggi è sempre letteralmente a 9 portata di mano grazie a smartphone e tablet.

Un mondo che però può presentare anche 10 qualche rischio.

Intanto cerca di ricordarti che 11. tutto quello che pubblichi probabilmente rimarrà lì per 12. sempre e che puoi anche 13 perdere definitivamente il controllo.

Oggi magari sei contento che tutti possano leggere i tuoi 14. pensieri o vedere le tue foto. Ma 15 domani? Prima di mettere qualcosa on-line, quindi, fatti qualche domanda. Tipo: vuoi davvero che 16 tutti sappiano certe cose di te? 17 Che cosa fai, cosa pensi, dove vai, 18 con chi..

19 Condividere certe informazioni è un'arma a doppio taglio. Ad esempio, è divertente scrivere che a una festa 20 hai bevuto un po' troppa birra con gli amici e postare magari anche una foto o un video.

Ma cosa potrebbero21. pensare i tuoi genitori, i tuoi professori o addirittura chi domani ti farà 22. colloquio di lavoro?

E poi 23. le cose che pubblichi possono offendere qualcuno? Sei 24. sicuro che i tuoi amici siano contenti di vedere on-line foto 25. in cui ci sono anche loro o che certe battute piacciano davvero a tutti?

**Esercizio 4**

**Traduci il testo in inglese.**

C'è un altro aspetto importante: hai mai sentito parlare di ladri d'identità? Persone che girano in internet per rubare i tuoi dati personali e usarli poi per tempestarti di messaggi o addirittura per compiere reati.

Quando navighi, quindi, segui alcune regole per proteggerti dai malintenzionati. In primo luogo, stai attento a non comunicare a sconosciuti alcune informazioni molto personali come il tuo indirizzo, il numero di cellulare o il numero di carta di credito, se ne hai una.

E poi non accettare amicizie a caso. Avere molti contatti sui social network è bello, ma non puoi mai sapere con chi hai a che fare se per caso ha cattive intenzioni. Infine conserva solo per te la password di accesso ai social network e ricorda di cambiarla ogni tanto e cerca di usare password differenti per accedere a siti diversi e alla posta elettronica.

There’s another important aspect: have you ever heard of identity thieves? People who roam the Web to steal your personal data and then use it to bombard you with adverts or even to commit crimes.

When you surf, therefore, follow a few rules to protect yourself from malicious people. Firstly, be careful not to communicate to strangers some very personal information such as your address, your mobile number or you credit card number, if you have got one.

And then, don’t accept friendships at random. Having lots of contacts on social media is nice, but you can never know who you are dealing with if he/she happens to have bad intentions.

Finally, keep only to yourself the password to access social media and remember to change it every so often and try to use different passwords to access different websites and your email.

**Esercizio 5**

**Traduci il testo in italiano.**

Try also to figure out how to protect your privacy by managing (*lit*. *by controlling*) your privacy settings. If you want to be safe, with a few clicks you can decide that certain information can only be seen by your friends and not also some total (*lit*. *perfect*) strangers.

And if it bothers you to be bombarded by adverts when you sign up with a social media, pay attention to the conditions of use.

For example, verify if you can avoid that your personal data are (subjunctive needed!) used to send you unwanted adverts.

If you need help to protect your privacy or to have useful information to surf the web (*lit*. *to navigate*) safely (*lit. in safety*), you can turn to the Guarantor of personal data protection (lit. protection of personal data.)

But always remember: you are the best guarantor of your online privacy.

Cerca anche di capire come fare per proteggere la tua riservatezza controllando le tue impostazioni privacy. Se vuoi andare sul sicuro, in pochi click puoi decidere che certe informazioni possono vederle solo i tuoi amici e non anche dei perfetti sconosciuti.

E se ti dà fastidio essere bombardato di messaggi pubblicitari quando ti iscrivi a un social network, fai attenzione alle condizioni d’uso del servizio. Ad esempio, verifica se puoi impedire che i tuoi dati personali possano essere usati per inviarti pubblicità indesiderata.

Se hai bisogno di aiuto per proteggere la tua privacy o per avere informazioni utili per navigare in sicurezza può rivolgerti al garante per la protezione dei dati personali Ma ricorda sempre: il miglior garante della tua privacy on-line sei tu.